What Does the Brain Tell Us About the Timing of Security Messages? Insights from an fMRI and Web-based Experiment

Abstract
We explore how adherence to security messages is affected by dual-task interference (DTI), a cognitive limitation in which even simple tasks cannot be simultaneously performed without significant performance loss. Using functional magnetic resonance imaging (fMRI), we show that displaying a security message at a high-DTI time substantially reduces neural activation in the medial temporal lobe (MTL)—a brain region associated with memory—and significantly reduces adherence. In contrast, displaying the security message at a low-DTI time yields substantially higher adherence. We applied these findings to the context of a web browser, specifically the Chrome Cleanup Tool (CCT) message in Google Chrome for Windows. We identified low- and high-DTI times common to browsing and found that displaying the CCT message at low-DTI times resulted in 36% higher adherence on average compared to high-DTI times. Our findings indicate that, where possible, displaying security messages at low-DTI times can result in substantially higher adherence.

1 Introduction
The negative impact of interruptions is well recognized in the HCI literature [24-26]. Nevertheless, most security messages are displayed without any regard for the workflow of the user. Although some security messages are tied to a specific event or user action (such as SSL and malware browser warnings), others are not (e.g., software update prompts and malware scan notifications; see Figure 1). This latter class of security messages can be delayed until a time when the user is better equipped to respond.

In this study, we explore how adherence to security messages is affected by dual-task interference (DTI), a limitation of the human cognitive system [41]. Much like a computer’s central processing unit (CPU), the human brain processes many tasks serially and, therefore, must rapidly switch attention between multiple tasks that are performed at the same time [33]. However, unlike a CPU, research shows that when people attempt even simple tasks simultaneously, the tasks can “interfere with each other quite drastically, even though they are neither intellectually challenging nor physically incompatible” [33].

Although DTI has been researched in a variety of contexts [41], it is unclear (1) whether interruptive security messages induce DTI and if this in turn affects adherence. Further, it is unknown (2) whether finessing the timing of security messages can reduce DTI and improve adherence. The objectives of this study are to address these two gaps.

First, we conducted a functional magnetic resonance imaging (fMRI) experiment to observe DTI as it occurs in the brain in response to a security message that interrupts a competing primary task. Neuroscience has proved a useful lens through which to observe security behavior [29; 45], particularly fMRI [3; 30]. We found that (1) adherence to the security message is significantly worse during high-DTI times than when responding to the security message is the only task; (2) in a whole-brain analysis, activation in the medial temporal lobe (MTL)—a brain region associated with declarative memory—is much lower when compared to responding to the security message only; and (3) reduced activity in the MTL significantly predicts the degradation of performance relative to the security message.

Second, HCI research on interruptions suggests that the severity of an interruption can be reduced by introducing the interruption at a more opportune moment (i.e., when DTI is low) [1; 14; 20]. Accordingly, we examined whether DTI can be reduced by displaying the security message at a low-DTI time. In this case, we show that (1) the level of adherence is not different when responding to the message is the sole task, (2) activation in the MTL is much higher compared to the high-DTI condition, and (3) the change in activation in the MTL between the low- and high-DTI conditions significantly predicts the difference in adherence between the two conditions.

Figure 1. The Chrome Cleanup Tool message in Google Chrome for Windows version 45.
We applied our fMRI findings to the context of the Chrome Cleanup Tool (CCT) message in Google Chrome for Windows version 45, which is currently displayed without regard for the activity of the user. In collaboration with members of the Chrome security team, we identified six low- and high-DTI times common to the web browsing experience. Using 572 participants via Amazon Mechanical Turk (MTurk), we tested how adherence to the CCT is affected depending on whether it interrupts at a low- or high-DTI time. We found that on average, displaying the CCT message at low-DTI times resulted in an adherence rate of 63% compared to 23% for high-DTI times. Our findings indicate that, for those security messages that can be delayed, displaying security messages at low-DTI times can substantially improve adherence.

2 Literature Review

Understanding why users frequently fail to appropriately respond to security messages is a significant concern for security researchers [12]. Failing to adhere to a security message has been shown to be due to a variety of factors, such as habituation [3], lack of comprehension [11], and conscious decisions to ignore security messages [11].

Security messages often interrupt users while they are performing other primary tasks on a computer, such as completing a work-related project or using the computer for entertainment [46]. A research area known as interruption science [31] largely supports the notion that interruptions decrease users' performance of their primary task [e.g., 8; 37]. Interruptions during computing tasks result in reduced productivity [27], increased stress [26], and increased time being required to complete the task [21].

Scholars provide several theoretical arguments explaining why interruptions decrease performance on primary tasks. For example, interruptions decrease the time available to work on the primary task [22], cause people to overlook information cues in the primary task [37], and cause people to forget their primary goal [8]. Research has identified three main factors that influence the severity of interruptions: (1) the delay of interruption, (2) the complexity of the interrupting secondary task, and (3) the timing of the interruption [4]. In the case of timing, researchers have sought to minimize the impact of an interruption by presenting the interruption at an opportune moment [1; 27]. An ongoing stream of research has examined how to best identify such moments. Examples of approaches used include observing mouse and keyboard events [18], monitoring audio and video [32], textual analysis of incoming messages [14], statistical modeling [1; 14], and physiological approaches, such as pupil dilation [19], table-top pressure [43], and electroencephalography (EEG) and electrodermal activity (EDA) [48]. This research demonstrates that interruptibility (the interval between primary tasks) can be measured using a variety of techniques with high accuracy, and that the impact of interruptions on primary tasks can be reduced through intelligent timing.

Little research, however, examines why performance of the secondary task (i.e., the interruption) may also decrease. Unlike the secondary tasks in prior literature, in the context of security, it is critical that users attend to and perform well on the secondary task as failure to comply may result in more serious consequences than those of the primary task. Figure 2 describes the gap we address in this study.

We posit that DTI is a theoretical lens for explaining why adherence may decrease when security messages interrupt other tasks. DTI is a neural phenomenon that explains why people have trouble performing two or more relatively simple tasks concurrently [33]. It explains performance decrements in a variety of contexts, including driving while talking on the phone [40], searching congruently for multiple pieces of information [28], processing visual and verbal information together [17], and texting while walking [34]. Normally, people are not aware of tasks interfering with each other unless the two tasks are cognitively difficult, physically incompatible, or evoke negative emotional reactions. However, studies demonstrate that just the opposite is actually true. For example, when people are involved in even simple cognitive tasks, they cannot process information or perform behaviors related to other tasks as quickly or effectively [e.g., 23].

Figure 2. Observing the effect of dual-task interference (DTI) on the secondary security task rather than the primary task.
DTI typically occurs under one of two paradigms: bisensory and divided attention [41]. Under the bisensory paradigm, people engage in two tasks simultaneously, such as walking and talking at the same time. In contrast, under the divided attention paradigm, participants must switch attention between stimuli, such as in the context of this study, when a security message interrupts a primary task.

From a neurocognitive perspective, research has found that DTI may result from tasks competing for the same brain functions [35]. Effectively, humans have limited cognitive abilities; when multiple tasks compete for the same cognitive functions, fewer resources are available for each individual task, and so task performance subsequently decreases. This view is commonly known as the capacity sharing model [44]. In the context of security, although a security message may interrupt and demand attention from a user for a short time, people do not necessarily free adequate cognitive resources associated with the primary task to respond effectively to the message [e.g., 13]. DTI occurs as cognitive functions are still engaged in the primary task while responding to security messages.

Security literature suggests this relationship. Specifically, Yee [47] suggests that “interrupting users with prompts presents security decisions in a terrible context: it teaches users that security issues obstruct their main task and trains them to dismiss prompts quickly and carelessly.” One reason users may choose to dismiss security messages quickly and carelessly within this context is that it is cognitively difficult for them to switch between their primary task and optimally addressing the security message. Bravo-Lillo et al. [5] suggest that users often ignore or suboptimally address interrupting prompts because users have a limited cognitive ability to switch between tasks. Consequently, users unconsciously ignore and fail to comprehend security messages [9; 13].

In this paper, we hypothesize that the capacity sharing model in the DTI paradigm helps account for security message adherence. We test our hypotheses both behaviorally and through the use of fMRI. By doing so, we establish a theoretical foundation for designing and presenting security messages to reduce the effects of DTI. We extend previous literature that shows interruptions may decrease performance of primary tasks by explaining why performance may also decrease for the interrupting secondary task (e.g., the security message).

3 Hypotheses

We predict that when a security message interrupts another task, security message adherence will decrease. The capacity sharing model explains that people have finite cognitive resources. The utilization of cognitive resources may inhibit a person from using the same or related brain regions for a secondary task [44]. Applying this to a security message setting, when systems show security messages during another task that utilizes working memory, this may inhibit a user’s ability to process that security message and recall information from declarative memory. This neurocognitive limitation will decrease security message adherence, as users may not be able to recall or process the information necessary to respond appropriately. In summary,

H1. When a security message (secondary task) interrupts a primary task, security message adherence decreases.

Conversely, when a security message does not interrupt another task (e.g., is presented between primary tasks), responding to the security message does not compete for cognitive resources. One has access to the necessary cognitive resources to respond more appropriately to the security message, resulting in greater security message adherence. In summary,

H2. When a security message (secondary task) is displayed between (rather than during) primary tasks, security message adherence increases.

4 Experiment 1—fMRI

We used fMRI to test our hypotheses. We used fMRI to validate our behavioral data that DTI was in fact happening in the brain and because fMRI has superior spatial resolution to locate neural correlates of DTI. Further, fMRI is an accepted method in neuroscience for studying DTI [41] and has already yielded important insights into information security behaviors [3; 30].

From a neural perspective, we examined how DTI influences activation in the medial temporal lobe (MTL), the brain region associated with declarative memory, which is needed to represent information to respond properly to the security message. The MTL declarative memory system includes the hippocampus and adjacent cortical structures (entorhinal, perirhinal, and parahippocampal cortices).

We used a working memory task as the primary task to induce DTI. The system first asked participants to memorize (encode) a 7-digit code. This is similar to other common working memory tasks, such as dialing a 7-digit phone number. After a short encoding time, participants were given a brief rehearsal period in which they were required to maintain what they learned in working
memory. Finally, the system asked participants to retrieve the code. Following the reasoning supporting our hypotheses, we predicted that if an interruption occurred during the rehearsal period, performance would be likely to decrease because the working memory rehearsal process would be disrupted.

We chose a task that consumed working memory because many computer tasks have similarly high working memory demands. Maintaining information in the working memory requires brain structures including the hippocampus and amygdala [15] and utilizes MTL areas including the perirhinal cortex (PrC), entorhinal cortex (EC), and the CA1 region of the hippocampus [36]. This suggests that other MTL processes, such as memory retrieval, may be inhibited during working memory maintenance periods. Our security task includes some elements of judgment as well as some elements of memory—common in typical security training.

We used an experimental design with two conditions: requiring a response to a security warning (1) in the middle of a primary task (the high-DTI condition), or (2) between two primary tasks (the low-DTI condition). We presented conditions using HTML in a web browser running on the MRI experimental computer. JavaScript embedded in the HTML page listened for a sync pulse from the MRI machine to coordinate the display of the stimuli and the MRI events (similar to E-Prime software).

4.1 Methodology

We utilized a repeated-measure, within-subject design that required participants to respond to security messages during low-DTI (i.e., not during a rehearsal period) and high-DTI times (i.e., during a rehearsal period). We operationalized the security messages used in this experiment as application permission warnings similar to those that are displayed as users install a Google Chrome browser extension (see Figure 3 for an example). The warning listed the permissions that the application was requesting.

Within the scanner, but prior to starting the experiment, participants were required to learn which permission warnings were reasonable or unreasonable in the context of a weather extension. For example, we classified the permission “Read and modify all your data on all websites you visit” as unreasonable in this context. During the experiment, we instructed participants to reject all warnings that contained any unreasonable permissions and to accept all others. To ensure that participants learned which permissions were unreasonable, they were required to complete a quiz with 100% accuracy.

After successfully finishing the training, participants completed the three conditions listed below (see Figure 4), presented in a random order. To relieve participants’ fatigue during the experiment, there was a brief break in between each condition.

4.1.1 Condition A: High-DTI

In the high-DTI condition, the system presented participants with a 7-digit code. The system then asked participants to encode the code for 5 seconds. After 5
seconds, the code disappeared and the system showed the warning during the rehearsal phase of the recall task. Participants were then given 7 seconds to click on either reject or accept based on their previous training regarding acceptable permissions. At this time, the warning disappeared and a question appeared asking participants to select the code they were most recently asked to memorize from among 5 other codes. Participants were given 7 seconds to select the code, and then they were given a break for 7 seconds to be used as a baseline in the analysis. Participants repeated this 18 times in Condition A. Since the warning was presented during a working memory maintenance period (i.e., between the encoding and retrieval screens), the performance of appropriately accepting and rejecting the warning (i.e., security message adherence) is likely influenced by DTI.

4.1.2 Condition B: Low-DTI
Condition B followed the same procedure as Condition A, except the system switched the 7-second warning page and the 7-second break page. Thus, participants first encoded the code, retained that code in their memory for the rehearsal period (to help ensure that performance differences were due to DTI rather than time differences in the conditions), retrieved the code, and then responded to the warning. The system repeated this 18 times with a 5-second break between each trial to be used as a baseline in the analysis. As the warning did not occur during the maintenance period, DTI influences performance in this condition less than in Condition A.

4.1.3 Condition C: Warning Only
In this condition, participants saw only warnings and did not receive the encode/retrieve task. Like the previous conditions, participants were given 7 seconds to respond to the warning. The system repeated this 18 times with a break between each trial, which we used as a baseline in the analysis. Since there was no memorization task, DTI likely does not influence security message adherence.

4.1.4 Pilot Test
Prior to administering our experiment in the fMRI scanner, we conducted a pilot test using Amazon’s MTurk to see if the conditions resulted in a behavioral difference concerning security message adherence. In this pilot test, we followed the same procedure as that to be used in the fMRI data collection, except that participants completed only 4 repetitions in each condition.

Thirty-three individuals participated in the pilot test. Following the recommendations of Steelman et al. [39], we used a U.S.-based demographic to mirror our student-based population of native English speakers. The average age of participants was 32.2 years.

To test our manipulations, we conducted a mixed effects logistic regression model to account for the repeated measure nature of the data. In the model, we included adherence as the binary dependent variable (1 for adherence, 0 for not). We then included the participant ID and the condition order (e.g., which condition the participants saw 1st, 2nd, etc.) as random effects. We also included the conditions (as dummy variables) as fixed effects. The warning-only condition was specified as the reference or baseline group. Finally, we included the trial repetition number as a fixed effect (e.g., the nth warning within a given condition) to explore whether participants’ behavior changed across trials as a result of habituation. Wald statistics were calculated for significance tests.

We found support for our manipulations of DTI. The low-DTI condition did not statistically differ from the warning-only condition, \( z = -1.243, p > .05, \beta = -0.431 \). However, the high-DTI condition had significantly lower adherence compared to the warning-only condition, \( z = -3.667, p < .001, \beta = -1.213 \). When treating the low-DTI condition as the reference group, the high-DTI condition also had significantly lower adherence than the low-DTI condition, \( z = -2.539, p < .05, \beta = -0.782 \). Furthermore, the trial repetition number did not significantly influence adherence, indicating that habituation did not influence the results, \( z = 0.018, p > .05, \beta = 0.002 \). The \( R^2 \) of the model was 0.176. The overall adherence percentages for each condition are shown in Table 1.

Although different conditions were presented in different blocks of the task both in the pilot test and in the subsequent fMRI task, users were not able to avoid the decrease in performance due to DTI in the high-DTI condition. This decrease in performance is consistent with our hypotheses of exceeding working memory capacity in the high-DTI condition, which we tested in the fMRI task.

4.1.5 MRI Procedure
Next, we ran the full experiment in an fMRI laboratory to investigate the neural correlates of DTI in our chosen tasks. fMRI has high spatial resolution and can localize neural activation to specific brain regions in a non-invasive manner (see Figure 5). We followed the guidelines provided by Dimoka [10] for our fMRI protocol.
4.1 Participants

We recruited 24 participants from the university community. We screened each participant to require MRI compatibility, native English speakers, corrected-normal visual acuity, and right-handedness. We excluded those with color blindness or those taking psychotropic medications. In accordance with the university’s institutional review board (IRB) protocol, we gave all participants an informed consent form to sign. Of the 24 participants, 11 were female and 13 were male. Participant age ranged from 18–40 years of age, with a mean age of 23.7 years. We paid participants $25 for approximately 1 hour in the scanner.

4.2 Hypothesis 1 Analysis

We hypothesized that when a security message (secondary task) interrupts a primary task, security message adherence decreases. Both the fMRI and behavioral analysis support this hypothesis, as described below.

<table>
<thead>
<tr>
<th>Condition</th>
<th>Average Security Warning Adherence</th>
</tr>
</thead>
<tbody>
<tr>
<td>High-DTI</td>
<td>63.08%</td>
</tr>
<tr>
<td>Low-DTI</td>
<td>76.61%</td>
</tr>
<tr>
<td>Warning-Only</td>
<td>82.26%</td>
</tr>
</tbody>
</table>

Table 1. Pilot test warning performance.

<table>
<thead>
<tr>
<th>Condition</th>
<th>Average Security Warning Adherence</th>
</tr>
</thead>
<tbody>
<tr>
<td>High-DTI</td>
<td>77.08%</td>
</tr>
<tr>
<td>Low-DTI</td>
<td>91.20%</td>
</tr>
<tr>
<td>Warning-Only</td>
<td>92.59%</td>
</tr>
</tbody>
</table>

Table 2. fMRI warning performance.

4.2.1 fMRI Analysis

We examined the neural correlates of responding to security warnings under dual-task conditions by comparing activation for the high-DTI warning/rehearsal period (in which participants were required to maintain a 7-digit code in their working memory and respond to the warning stimulus) with activation for the warning in the warning-only condition using paired t-tests. We exclusively masked the results of this comparison with the warning vs. baseline comparison to eliminate spurious activations (such as visual responses to the stimulus and motor responses from manipulating the trackball).

In this whole-brain analysis, we observed significant clusters of activation in the MTL only. In each case, activation was greater for the warning-only and low-DTI conditions than for the high-DTI condition ($p < .05$), suggesting that participants were utilizing the MTL less for processing the security warning in the high-DTI condition (see Figure 6).

4.2.2 Behavioral Analysis

In addition to the MRI analysis, we explored how DTI influences participants’ actual security message adherence. We specified the same mixed effects logistic regression model as specified in the pilot test to account for the repeated measure nature of the data. Our results again showed that the low-DTI condition did not statistically differ from the warning-only condition, $z = -0.581$, $p > .05$, $\beta = -0.162$. However, the high-DTI condition had significantly lower adherence compared to the warning-only condition, $z = -5.807$, $p < .001$, $\beta = -1.346$. When treating the low-DTI condition as the reference group, the high-DTI condition also had significantly lower adherence than the low-DTI condition, $z = -5.815$, $p < .001$, $\beta = -1.184$. Furthermore, the trial repetition number did not significantly influence adherence, indicating that habituation did not influence the results, $z = -0.251$, $p > .05$, $\beta = -0.001$. The $R^2$ of the model was 0.296. The overall adherence percentages for each condition are shown in Table 2.
4.2.3 Integrated fMRI and Behavioral Analysis

Finally, we explored whether the change in MTL activation between the high-DTI and low-DTI conditions predicted participants’ change regarding security message adherence. We specified a regression model with participants’ change in security message adherence as the dependent variable and participants’ change in MTL between the two conditions as the independent variable. As there was only one adherence score and change in MTL value for each participant, this is a between-subject comparison (non-repeated data). The results show that the change in MTL activation significantly predicts security message adherence: $\beta = -.470, t(23) = 2.495, p < .01, R^2 = .212$ (see Figure 7). As is evident, there is an outlier. Removing this outlier improves the model fit ($R^2 = .35$ vs. .33), indicating that the model’s significance is not driven by this data point.

4.2.4 Test for Habituation

The fMRI method calls for repeated trials per treatment to ensure that brain activation levels are measured reliably. To explore whether participants’ behavior changed across trials as a result of habituation, we included the trial repetition number as a fixed effect (i.e., the $n$th warning within a given condition). The results showed that the effect of the trial repetition number was insignificant ($z = -0.251, p > .05$), indicating that habituation likely did not influence adherence in this experiment.

4.3 Experiment 1—Discussion

Both the fMRI and behavioral analysis supported our hypotheses. First, we found that participants in the high-DTI condition exhibited less activation in the bilateral MTL than participants in the warning-only condition did (H1 supported). This suggests that DTI inhibits one’s ability to utilize the MTL to retrieve information from the long-term memory necessary to accept or reject the permission warnings. We found that people had more than 15% lower security message adherence in the high-DTI condition than in the warning-only condition. We found that the change in MTL predicted participants’ change in terms of security message adherence.

We also found that displaying the warning between the working memory tasks (i.e., not during the rehearsal period) improved performance (H2 supported). In the low-DTI condition, participants had more activation in the MTL than they did in the high-DTI condition. Likewise, in the high-DTI condition, participants had an
approximately 14% lower security message adherence than those in the low-DTI condition. The change in MTL in this comparison also predicted participants’ change in security message adherence. Finally, we found that there was no statistical difference between the warning-only condition and the low-DTI condition.

The neural results from our fMRI study help us to understand why, neurobiologically, people fail to adhere to interruptive security messages. This methodology thus provides an advantage over behavioral data gathered solely through observation and allows us to determine optimal timing for security messages from a neurobiological perspective.

5 Experiment 2—Chrome Cleanup Tool

The main finding from Experiment 1 was that the timing of the interruption mattered, with the high-DTI condition having negative effects both neurally and behaviorally compared to the low-DTI condition. The purpose of Experiment 2 was not to replicate Experiment 1, but rather to apply the finding of Experiment 1 to a more realistic scenario, that is, that displaying security messages at a low-DTI time results in higher security message adherence than at a high-DTI time.

For our experimental context we selected the Google CCT message used in Google Chrome for Windows version 45 (see Figure 1). Google Chrome accounts for more than 56% of the global desktop browser market share [38], and so the CCT potentially impacts millions of users. The CCT detects whether malware has tampered with the host computer, such as by manipulating the browser or other Internet settings [16]. If a problem is detected, the CCT displays a message to the user asking for permission to remove the unwanted software and restore Chrome’s original settings. Although the CCT message is important, it is not tied to the users’ workflow and, therefore, can be delayed.

Currently, the CCT is displayed at an indeterminate time, appearing sometime after Chrome’s initial launch once the CCT code has been downloaded and a scan of the host system has been completed. Because of this variability, the CCT is frequently displayed while the user is engaged in another task and is too often ignored [16].

To improve adherence to the CCT, we collaborated with a team of Google Chrome security engineers responsible for the CCT to identify three low-DTI times at which to display security messages during the browsing experience. The selection of these times was informed by (1) DTI theory and the fMRI results from Experiment 1, (2) input from the Chrome security team on moments that are frequent and generalizable across a wide variety of web-based activities, and (3) a feasibility assessment for implementation in Chrome.

Our first proposed low-DTI time is when a user finishes viewing a web-based video. The second is when users switch web domains (including when a domain is first loaded when a new browser window opens). The third is when users are waiting for a page to load (the average page load is between 4 and 20 seconds depending on location and industry [6]).

Additionally, for comparison, we chose three high-DTI times: while a person is watching an online video, while a person is typing, and while a person is moving to close the browser. These high-DTI times were selected to be in the middle of other tasks, which, based on DTI theory and the results of Experiment 1, should exhibit lower security message adherence. This resulted in a between-subject design with six conditions (three low-DTI times and three high-DTI times).

5.1 Hypotheses

We tested three low-DTI timings to compare against our three chosen high-DTI timings. For each of these times, we propose that users experience a between-task time that will exhibit low DTI and thereby high security message adherence.

H3a–c: Displaying a security message (a) when a web-based video ends, (b) when switching domains, or (c) while waiting for a page to load will result in higher security message adherence than displaying a message during high-DTI times will.

5.2 Participants

We recruited 572 participants from Amazon’s MTurk, resulting in 94–97 participants per condition. Per Steelman, Hammer and Limayem [39], all participants were required to be from the United States. The average age of participants was 35.38 years old; 52% were male. All participants were required to participate in the experiment using Google Chrome on Windows, the only version of Chrome that uses the CCT. Participants were paid $1 USD for approximately a 6-minute task.

5.3 Ethics

The university IRB approved the protocols used. We complied with all requester policies for MTurk. In each experiment, participants were debriefed afterward and told the purpose of the experiment. Working with Google Chrome’s security team, we received permission to exactly replicate the CCT message in our experiment. To increase realism, we did not tell participants upfront that the true purpose of the task was to examine how they respond to the CCT. Per Google’s guidelines, at the end of the task, we disclosed that the CCT message they saw
was simulated and not capable of detecting malware. We then provided a link that educated participants about the real CCT message and instructed them that they should comply with the message if they saw it outside the experimental setting.

5.4 CCT Message Development

The CCT prompt used in our study is identical to the real CCT prompt shown in Figure 1 except that ours was positioned slightly lower on the screen relative to the address bar. In a follow-up survey, we asked participants if they noticed anything odd about the prompt. None of the participants mentioned the small positioning difference.

5.5 Procedure

The experimental task was designed to realistically mimic a typical MTurk task. Participants were instructed that their task was to help create an archive of videos on the web. Participants were given a webpage URL to watch a 30-second commercial video. After watching the video, participants were given another URL that led them to a video archive website. On this website, they were asked to enter the URL for the video they had watched and to summarize the video in at least 25 words (the system enforced the word count). After submitting their summary, the webpage displayed the following message for 10 seconds: “Please wait while we fetch and process the video.” After processing was completed, participants were given a confirmation code that they were required to enter on another webpage to receive payment.

The two websites were designed by the research team specifically for this study and included JavaScript that could trigger the CCT message. Consistent with the way the CCT is displayed in Chrome, the CCT message remained visible over the content of the webpage until the user either accepted or dismissed it, or until the webpage was closed.

The experimental system randomly assigned each participant to one condition before visiting the first webpage, resulting in a between-subject design with six different conditions. The three low-DTI conditions were displayed as follows. First, in the LDTI-1 (“After video”) condition, participants saw the prompt after finishing the video. In the LDTI-2 (“Switching web domains”) condition, participants saw the prompt when switching domains to the second website. For the LDTI-3 (“Waiting for page load”) condition, we implemented an artificial loading delay of approximately six seconds as the second page loaded. A few seconds into the loading delay, the CCT message was shown.

The three high-DTI conditions were similar to the low-DTI conditions except that the CCT message was displayed during, rather than before or after, a task. For the HDTI-1 (“During video”) condition, participants saw the CCT message 10 seconds into the 30-second video. In the HDTI-2 (“While typing”) condition, participants saw the prompt while typing the description of the video (when they typed word 10 out of 25). Finally, in the HDTI-3 (“Mousing to close window”) condition, participants were shown the prompt as they were in the middle of moving to close the window. We determined when people were moving to close the window based on the trajectory and velocity of movement toward the upper right-hand corner of the screen at the end of the task.

The system recorded whether participants clicked on the “Run Chrome Cleanup Tool” button, the “Dismiss” button, or ignored the message.

Participants completed a post-task survey to gather demographic information and manipulation check items. Further, the post-task survey disclosed the real purpose of the experiment—to explore how people respond to the CCT message.

5.6 Results

5.6.1 Manipulation Checks

Prior to analyzing the security message adherence for the different conditions, we conducted a manipulation check to again verify that our hypothesized times had lower DTI than the high-DTI times. In a post-task survey, we asked all participants the following question as a manipulation check for DTI: “When the above message appeared, I was busy doing other things” (with the CCT message shown above the question). Participants responded on a 7-point Likert agree–disagree scale. An ANOVA indicated that a difference existed among the different conditions: F(5, 530) = 12.899, p < .001. Using a Tukey post hoc comparison analysis, we found that people reported significantly less DTI for each of the low-DTI conditions than for the high-DTI conditions.

5.6.2 Main Analysis

To test our hypotheses, we compared each condition to every other condition, using logistic regression contrasts.

We conceptualized our dependent variable—security message disregard—as whether participants ignored the message or responded to it (a binary variable). We chose this instead of whether participants clicked on the “Run Chrome Cleanup Tool” or “Dismiss” buttons because feedback from the pilot test indicated that some people clicked “Dismiss” if they thought the prompt itself was malware (which is not an example of disregarding the message, but rather a thoughtful response). However, as
the CCT prompt does not automatically disappear when ignored, responses from the pilot test suggest that not responding to the warning was a result of not noticing or giving attention to the warning. Thus, we deem an appropriate conceptualization of security message disregard as whether participants ignored the message.

Further, because the prompt did not disappear unless the participant clicked on the “Dismiss” or “Run Chrome Cleanup Tool” button or until the end of the experiment, some messages were shown longer than others were (and because some messages were shown earlier in the experiment, they had the potential to be shown for a longer duration than others). To account for this, we also recorded how long the message was displayed to control for this duration in the analysis.

We then modeled contrasts for each condition group. Each condition was included as a dummy variable, coded as 1 if the timing was implemented and 0 if the timing was not implemented (each participant received only one timing; therefore, only one of the dummy variables was coded as 1, and all the others were coded as 0). Finally, to compare each condition to every other condition, we treated each condition separately as the reference/baseline class in this model (the condition to which every other condition is compared). Table 3 summarizes the results. In this table, difference in percentage is shown (percentage on the x minus percentage on the y), followed by the significance level of whether there was a difference between the intersecting groups based on the analysis. The Nagelkerke $R^2$ for the model was .247. Table 4 summarizes the conditions in descending order by security message adherence.

<table>
<thead>
<tr>
<th>LDTI-1</th>
<th>LDTI-2</th>
<th>LDTI-3</th>
</tr>
</thead>
<tbody>
<tr>
<td>.03 ns</td>
<td>.24**</td>
<td>LDTI-3</td>
</tr>
<tr>
<td>LDTI-2</td>
<td>.22**</td>
<td>.24**</td>
</tr>
<tr>
<td>.36***</td>
<td>.33***</td>
<td>.57***</td>
</tr>
<tr>
<td>HDTI-1</td>
<td>-.34***</td>
<td>-.32***</td>
</tr>
<tr>
<td>-.56***</td>
<td>.01 ns</td>
<td>HDTI-2</td>
</tr>
<tr>
<td>HDTI-2</td>
<td>.31***</td>
<td>.28***</td>
</tr>
<tr>
<td>-.52***</td>
<td>.05 ns</td>
<td>.03 ns</td>
</tr>
</tbody>
</table>

Values equal the difference in the percentage of adherence between the group on the treatment on the x-axis and the treatment on the y-axis. The asterisk indicates whether this difference was significant based on the logistic regression analysis ($p < .05$, ** $p < .01$, *** $p < .001$, ns = non-significant).

Table 3. Change in percentage ($x - y$) and significance among low-DTI and high-DTI conditions.

5.6.3 Qualitative Support

In a post survey, we allowed participants to comment on the experiment. Several comments provided qualitative support that high DTI decreased adherence. For example, one participant stated, “I remember seeing it [the security message] and thinking that I was too busy to be concerned about it and ignored it.” Another participant explained, “You were so preoccupied with completing the HIT that you didn't even notice the warning (which is my case).” A third participant stated, “I was so busy doing the task I did not notice the warning. I would normally have noticed right away, I think.” These comments and others suggest that high DTI negatively impacts security message adherence.

6 Experiment 2 Discussion

We found that displaying the message during each of the low-DTI conditions resulted in significantly higher adherence than in all of the high-DTI conditions. Thus, hypotheses H3a–c were supported. This was consistent both with DTI theory and the main finding from Experiment 1 that the timing of the interruption mattered.

Among the low-DTI times, we found that conditions LDTI-1–2 (“after video,” “switching web domains”) were not significantly different from each other. However, they had significantly lower security message adherence than LDTI-2 (“during page load”). In summary, our experiment provides support that intelligent timing of security messages can mitigate the DTI effect.

7 General Discussion

The objectives of this study were twofold. First, we sought to explain how DTI occurs in the brain in response to interruptive security messages, and how this in turn affects adherence. We designed an fMRI experiment (Experiment 1) that examined how activation in the MTL changes when users are interrupted by security messages in the middle of a task or between a competing primary tasks. We found that activation in the MTL is lower when users are interrupted in the middle of a primary task (high DTI) compared to when they are between primary tasks (low DTI). This suggests that high-DTI conditions decrease users’ ability to utilize the MTL for processing security messages. We also showed that this decrease in MTL activation was associated with decreased security message adherence (see Table 2).
Our second objective was to determine whether finessing the timing of security messages can reduce DTI and improve adherence. We found in the fMRI experiment that participants who received the security message between primary tasks experienced activation in the MTL similar to when they attended to the security message as the only task. This in turn resulted in greater security message adherence. Further, we showed that the increase in MTL activation between the low- and high-DTI conditions directly predicted participants’ increased adherence (see Figure 6).

Finally, we applied our findings from the fMRI experiment to the context of the CCT message in Google Chrome (Experiment 2). We found that participants had higher adherence when the CCT was displayed at low-DTI times compared to high-DTI times (see Tables 3 and 4).

7.1 Contributions

We empirically explore how DTI affects security message adherence. In past research, DTI scholars have largely focused on how interruptions decrease performance of primary tasks (e.g., work productivity, accuracy). However, in a security context, it is vital to understand how DTI influences performance on the security message—the interruption itself.

In Experiment 1, we used fMRI to show that DTI suppresses activity in the MTL region of the brain, which decreases one’s ability to retrieve the necessary information from declarative memory to respond properly to the security message. For example, when the security message was presented at a high-DTI time, participants displayed an approximately 15% decrease in adherence compared to a low-DTI time. In contrast, when presenting security messages at a low-DTI time, participants exhibited essentially the same level of adherence as they did if their exclusive task was to respond to the security message. These results provide a sound theoretical foundation for designing security messages that avoid DTI and improve adherence.

Although fMRI has limitations, it provides insights that are not possible using behavioral experiments alone. Namely, the fMRI results provide strong neural evidence that DTI does inhibit adherence to security messages, and explain why adherence is better at low-DTI versus high-DTI times. This contribution is unique in the security warning and interruption literatures. Thus, Experiment 1 provides a neural explanation for why low-DTI timings are effective, and Experiment 2 tests this premise in a naturalistic setting.

In Experiment 2, we applied our fMRI findings to the context of a web browser, specifically the CCT message in Google Chrome for Windows version 45, which is an important example of a security message that can be delayed. Currently, this message is displayed without regard to the activity of the user and has a less-than-desirable level of adherence. To improve adherence to the CCT, we collaborated with members of the Google Chrome security team to identify three low-DTI times at which to display the CCT. We found in our online experiment that, on average, adherence to the CCT was 36% higher at low-DTI times compared to high-DTI times. Further, these examples point the way to finding similar low-DTI times in the browsing experience and other contexts.

Together, our results in Experiments 1 and 2 suggest that for those security messages that can be delayed, there is a considerable benefit in displaying a security message at a low-DTI time. For those security messages that cannot be delayed, our results warn of the substantial negative impact that DTI can have on security message adherence. Practitioners and researchers should therefore explore ways to present interrupting security messages in such a way as to make them more resistant to DTI. For example, because our results show that activation in the MTL brain regions is lower when a message interrupts a primary task, security messages should be designed to minimize users’ reliance on declarative or long-term memory.

7.2 Limitations

This research is subject to certain limitations. First, the MRI method imposes constraints that may hinder the realism of the task. For example, participants must lie supine and still in a narrow tube for the duration of the experiment. However, these constraints are a necessary trade-off in order to obtain insights regarding neural correlates of DTI that are unavailable using other methods. However, Experiment 2 at least partially compensated for this limitation in that it used a realistic...
task to provide greater ecological validity. Future research may apply field methodologies to further improve ecological validity.

Second, we did not measure neural activity in Experiment 2. This was by design so that we could apply our findings from Experiment 1 in a more realistic context, for which fMRI is not well-suited. Because the nature of the tasks in Experiments 1 and 2 were different, the exact neural systems involved could also differ. For example, because Experiment 1 used a memory-based working task, the MTL was strongly implicated, which is involved in memory encoding and retrieval. It is possible that other brain regions would be activated for this task of Experiment 2. However, our main finding from Experiment 1 was that the timing of the interruption mattered, with the high-DTI condition having negative effects both neurally and behaviorally compared to the low-DTI condition. The behavioral results from Experiment 2 show this same pattern, consistent with DTI theory. Given the matched behavior between the two tasks, we would expect the overall timing-dependent pattern of activation to remain constant were we to have participants perform the second task in the MRI scanner.

Third, our design for Experiment 1 required participants to become very familiar with the list of risky permission warnings. We believe that we may have trained them more thoroughly than is typical of corporate training regarding security messages. We intentionally did not want the participants to use their own security judgment because doing so might bias the data. Similarly, the experiment exposed participants to 54 security warnings over the course of Experiment 1. This number was necessary to ensure a sufficient signal-to-noise ratio for the fMRI analysis. Most users will not encounter anything close to that many security messages of the same type within an hour. However, in Experiment 2, each participant responded to only one security message. This was another way that Experiment 2 enhanced the overall ecological validity of our results.

Fourth, Experiment 2 displayed the CCT prompt randomly at low- and high-DTI times. However, the tool did not actually check for malware on the users’ computers. Thus, some participants may have ignored it if they were certain that their computer was free of malware. Future research should therefore cross validate our results in scenarios when the prompt is shown in response to actual detected malware.

Finally, we examined only two types of security messages. The range of security messages is broad and has great variability. We leave it to future research to investigate how other security messages affect user behavior.

8 Conclusion
Our key message is that although security messages are ubiquitous in personal computing, they should be bounded in their presentation. We demonstrate using fMRI that the timing of a security message’s interruption substantially affects the occurrence of DTI in the brain as well as security message adherence. Further, using the context of the CCT message in a realistic online experiment, we demonstrate a practical way to mitigate the DTI effect by finessing the timing of when the security message is displayed. Our findings provide to practice an easy-to-implement, cost-effective approach to increase security message adherence that can be applied to a wide variety of security messages that are not tied to a specific event or user action and can therefore be delayed. For those security messages that cannot be delayed, our results warn of the substantial negative impact that DTI can have on adherence.

9 Appendix: fMRI technical details
9.1 Equipment
MR imaging took place at a university MRI research facility with the use of a Siemens 3T Tim Trio scanner. For each scanned participant, we collected a high-resolution structural MRI scan for functional localization in addition to a series of functional scans to track brain activity during the performance of the various tasks. Structural images were acquired with a T1-weighted magnetization-prepared rapid acquisition, including a gradient-echo (MP-RAGE) sequence with the following parameters: TE = 2.26 ms, flip angle = 9°, slices = 176, slice thickness = 1.0 mm, matrix size = 256 × 215, and voxel size = 1 mm × 0.98 mm × 0.98 mm. Functional scans were acquired with a gradient-echo, echo-planar, T2*-weighted pulse sequence with the following parameters: TR = 2000 ms, TE = 28 ms, flip angle = 90°, slices = 40, slice thickness = 3.0 mm (no skip), matrix size = 64 × 64, and voxel size = 3.44 mm × 3.44 mm × 3 mm.

9.2 Protocol
Participants were given a verbal briefing about the MRI procedures and the task, and they were then situated supine in the scanner. Participants viewed visual stimuli using a mirror attached to the head coil, reflecting a large monitor outside the scanner that was configured to display images in reverse so that the images appeared normal when viewed through the mirror. We first performed a 10-second localizer scan, followed by a 7-minute structural scan. Following these scans, we started the experimental task. Total time in the scanner was about 50 minutes. To avoid issues of autocorrelation and achieve reasonable efficiency we employed a jittered (+/- 3 sec) interstimulus interval.
9.3 Analysis
We analyzed the MRI data with the Analysis of Functional Images (AFNI) software suite [7]. Briefly, functional data was slice-time corrected to account for differences in acquisition time for different slices of each volume.

To control for head motion, we registered each volume with the middle volume of each run. We aligned data from each run to the run nearest in time to the acquisition of the structural scan. We then co-registered the structural scan to the functional scans. Spatial normalization was accomplished by first warping the structural scan to the Talairach Atlas [42], followed by warping to a template brain with Advanced Neuroimaging Tools [ANTS; 2].

Single subject regression analyses were carried out by creating regressors for each event type: memory code display, high-DTI rehearsal, low-DTI rehearsal, memory retrieval, low-DTI warning, and warning-only warning. Periods without explicit task demands were included in the model as an implicit baseline. We modeled stimulus durations as described above. We blurred statistical parameter maps (beta values) from the single-subject regression analysis using an 8-mm FWHM Gaussian kernel. We then entered beta values for the conditions of interest into group-level analyses, such as t-tests, which were used to determine significant clusters of activation.

To correct for Type I errors (i.e., control for multiple comparisons), all reported clusters of activation were thresholded at a voxel-wise p-value < .02 and a spatial extent threshold of $k > 40$ contiguous voxels (1080 mm$^3$), yielding an overall p-value < .05, as determined through Monte Carlo simulations.

As the system randomized the order of presentation, we paired the MRI data with the behavioral data and interaction with the web-based program using a signal generated by the scanner at the beginning of each task.
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